An Edge – IoT Framework and Prototype based on Blockchain for Smart Healthcare Applications
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Abstract—The Internet of Things (IoT) and the integration of medical devices perform hand-to-hand solutions and comfort to their users. With the inclusion of IoT under medical devices a hybrid (IoMT) is formulated. This features integrated computation and processing of data via dedicated servers. The IoMT is supported with an edge server to assure the mobility of data and information. The backdrop of IoT is a networking framework and hence, the security of such devices under IoT and IoMT is at risk. In this article, a framework and prototype for secure healthcare application processing via blockchain are proposed. The proposed technique uses an optimized Crow search algorithm for intrusion detection and tampering of data extraction in IoT environment. The technique is processed under deep convolution neural networks for comparative analysis and coordination of data security elements. The technique has successfully extracted the instruction detection from un-peer source with a source validation of 100 IoT nodes under initial intervals of 25 nodes based on block access time, block creation, and IPFS storage layer extraction. The proposed technique has a recorded performance efficiency of 92.3%, comparable to trivial intrusion detection techniques under Deep Neural Networks (DNN) supported algorithms.
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I. INTRODUCTION

Modern day medical infrastructure is expanding with the help of innovative technologies and engineering, such as the Internet on Things (IoT). IoT supports multiple fronts with incorporation on various devices and networking configurations. The IoT enables users to connect and coordinate applications and services via demand-driven configurations. With a series of newer expansions, the IoT has emerged with a new dimension of device configurations under medical applications, termed as Internet of Medical Things (IoMT). The IoMT assures the data are secure and have a defied priority of operation under third party service channels, since the channel of communication is bound to operate under the standard operation policies. The IoMT faces due to security and application concerns on internet-based connectivity. Intrusion detection and managing plays a vital role in handling and improving the overall performance of IoMT’s operation. The IoMT’s operation can be enhanced with blockchain management. The blockchain technologies assure the dependency of information and priority of operations under medical devices and applications. The blockchain manages the instruction of medical devices via a series of stacks and arrays. These stacks contain the information of nodes and users, maintaining addresses and operation tasks to assure connectivity.

IoMT devices under a predefined IoT ecosystem perform an arbiter role of information management with respect to communication protocols. These protocols restrict the user behavior model and hence cause unexpected intrusion detection. These intrusions can cause system failure and deadlocks in managing information. The flow of connectivity and error rate of such nodes needs to be recorded. The agenda of this research is to provide a reliable solution when encountering such intrusion attacks. The principle order of intrusion detection is based on raising intrusion flags or counters. Thus the IoMT devices can assign a priority in order to the operating standards. The IoMT based intrusion detection technique assures the management of remote incoming devices under error management to provide a systematic behavior and principle operating models. The model of such intrusion detection has to be highlighted with the support of blockchain approaches. The current article also states the operating principles of IoMT protocol enhancement with respect to the validating approaches of intrusion detection system’s automation. The current article presents a standard protocol on
maintaining and reflecting the IoMT operating standards and its primary functionalities when encountering intrusion detection using a blockchain approach.

II. LITERATURE REVIEW

The operating and compatibility standards of IoMT are defined and processed from IoT based environment (ecosystem support, remote accessing, monitoring, and mentoring of information via demand-driven application services). The agenda of implementing IoT is to support economical communication and lay standard operating protocols on the existing ecosystem or infrastructure. Authors in [1] discussed various challenges and implementation protocols of IoMT with reference to the convergence of technological impairment and operating standards under the healthcare sector. Devices and data are sensitive and hence the coordination under remote accessing is a major challenge. Since the protocol of IoT governance has to be improved, a dedicated channel of cross layer protocol (CLP) is discussed in [2] in the view of providing a reliable service and connectivity under IoMT devices. The protocol improves the communication and bandwidth sharing among the systems governed under IoT. With these protocols in place, application-driven services such as in [3] were introduced to support the exclusive claim of services via IoT infrastructure.

Blockchain based instruction enhancement is proposed in [4] to support the variation and filtering of information via an enabled key management based authentication protocol for IoMT servers. This BAKMP protocol is supposed to store the data and monitor the reliability coefficient in order to access IoMT devices and the supporting user information. Detailed security communication challenges are reported in [5]. Authors in [6] present a multi-dimensional medical dataset theory for a telemedicine ecosystem. The model can be enhanced and simulated for IoMT device communication. The reliable TelMED protocol for communication under remote accessing model is discussed in [7]. Security concerns of implementing IoMT are reported in [8] under an approach of highlighting the information and communication barriers for implementation. The study is focused on various malwares or generally intrusion detection with reference to [9, 10]. The functionality of streamlining is a concern of various studies and reports [11, 12] on IoMT-based implementations. The conclusion and observations from this survey lack intrusion detection approach in IoMT devices via blockchain terminology. The blockchain aims to provide a reliable solution in IoMT and the current article discusses the influence of a protocol design on the edge of IoMT implementation.

III. METHODOLOGY

The proposed methodology intends to be a reliable source of application and management unit. The detailed description of the proposed IDS framework (Figure 1) in the edge network is as follows: An intrusion detection dataset is generated by injecting several kinds of attacks in the edge network where IoMT data are processed. In order to handle missing, noisy, and inconsistent data, preprocessing is performed on the dataset. To reduce the dimension of the dataset without losing information, PCA (Principal Component Analysis) feature selection algorithm is applied. There are several hyper parameters in the Deep Neural Network (DNN) like the number of layers, the number of epochs, optimization functions, etc.
Choosing the optimal values for these parameters will help improving the performance of the DNN. In order to accomplish this, Crow Search algorithm is used for hyper parameter tuning. 70% of the dataset is used for training and the remaining 30% is used to validate the proposed system. DNN algorithms are used to train the generated IDS dataset. To prove the effectiveness of the proposed system, the results from various IDS scenarios are compared with several state of the art machine learning algorithms [13]. IoMT sensors are smart enough to acquire and transmit sensitive data to the edge of the network, but as these sensors have poor memory and limited processing units, they are not really smart enough to recognize how data are reliably transmitted or whether an attacker has been spotted during real-time analysis.

Fig. 2. System modeling design on IDS handling of the IoMT.

IV. MATHEMATICAL PROOF

The proposed model of IoMT-based intrusion detection is presented in Figure 2. The block diagram shows an understanding of managing and troubleshooting of intrusion via the Crow Optimization algorithm. The process is discussed as follows:

1) Initial Pre-Processing and Setup Hypothesis

The initial configuration includes the setup and environment alignment of the IoMT ecosystem and operating standards. Typically, the IoT environment is stream-lined with basic networking and supporting devices for operation such as assigned routers, switches, end-users devices, and the network bandwidth. The setup of the proposed system must assure the reliability of the medical devices with the operating standards of IoT setup. Consider the initial IoT setup ecosystem devices as $I_o = (I_{d1}, I_{d2}, I_{d3}, ..., I_{dn})$ where $n$ end-user devices are connected and assigned for operations. The process of incorporating medical devices (MT) is represented as $I_m$ under the given IoT ecosystem $I_o$, such that $[I_M \subseteq I_o | I_M = I_{d1}, I_{d2}, ..., I_{dn}]$. The operation framework of $I_M$ is reliable for operation. The $I_m$ for each vector set is represented as $I_m = (I_{m1}, I_{m2}, ..., I_{mn})$ for each order of processing and bandwidth sharing.

2) User Configuration Validation

The overall incoming devices $I_M$ are correlated with the matrix of user evaluation $(U)$ as $U = \{U_1, U_2, U_3, ..., U_n\}$. The user $U_i$ is associated with the IoT cloud matrix towards pairing users to respective cloud of medical devices $I_m$ such that, the function of correlation is $U_i \in I \cup I_i = I_{i1}, I_{i2}, ..., I_{in} | I_m \subseteq I_i$. The coordination elements are processed under independent devices $I_m$ as $I_m \subseteq I_i$ under open-alignment principle. The user collection of queries are reflected as:

$$Q = \frac{\delta (t - n) \lambda}{2} \left( \sum_{i=1}^{n} \sum_{j=1}^{n} \frac{\delta(I_m) \times \delta(I_i)}{\delta t}\right)$$  (1)

The functional queries are based on $\delta(I_m)$ and $\delta(I_i)$ using user correlation as show in (2):

$$U = \lim_{n \to \infty} \left[ \sum_{i=0}^{n} \left( \frac{\delta(Q_i) \times \delta(I_m)}{\delta t}\right) \times \Delta t \right]$$  (2)

The user to service correlation functions are mapped with respect to query or service on user demand. The rational function values are assured to maintain a difference from $\delta(I_m)$ to prevent repeating. The query filtering operation mode $Q_i$ is processed with reference to user-bandwidth ($\lambda$) and internet strength (termed as frequency ($f$) on operation) as shown in (3)-(5):
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\[ U = \lim_{n \to \infty} \frac{\delta_t (t-nf)}{2} \sum_{j=1}^{\infty} \sum_{l=1}^{\infty} \frac{\delta (U_{n-l})}{\delta t} \quad (3) \]

\[ U = \int_0^\infty \frac{\delta^2 (t-nf)}{2} \times \Delta R \left[ \sum_{j=1}^{\infty} \frac{\delta (U_{n-l})}{\delta t} - \frac{\delta (I_n)}{\delta t} \right] dt \quad (4) \]

\[ U = \left[ \frac{\delta^2 (t-nf)}{2} \times \Delta R \right] \sum_{j=1}^{\infty} \frac{\delta (U_{n-l})}{\delta t} - \frac{\delta (I_n)}{\delta t} \quad (5) \]

where \((t-nf)\) under the order of operations minimizes the intrusion error or error of connection to frame dependency with respect to rational value \((\Delta R)\). The frequency pattern \((f)\) is an assurance pattern of \((\Delta R)\) for bandwidth minimization with each user. \((U_{n-l})\) is a user’s coordination or association with internet \((I_n)\) devices. The relationship is represented in (6):

\[ U_n = \left[ \frac{\delta^2 (t-nf)}{2} \times \Delta R \right] \sum_{j=1}^{\infty} \frac{\delta (U_{n-l})}{\delta t} - \frac{\delta (I_n)}{\delta t} \times \lambda_i \quad (6) \]

3) Configuration of Intrusion Detection

An intrusion of user's in internet connection is aligned with reference to connection patterns and configurations of the user devices. The configuration \((C_j)\) is processed with respect to devices \((I_n)\) and users \((U)\) such for each device we have \(D = (C_j : I_n \to (I_n) \subseteq U)\) under the operation principles of networking. The configuration setup is demonstrated in (7):

\[ D = \left\{ \lim_{n \to \infty} \frac{\delta (u \to C_j)}{\delta t} \right\} = \left\{ \sum_{j=1}^{\infty} \sum_{l=1}^{\infty} \frac{\delta (I_n - I)_{n-l}}{\delta t} \right\} \quad (7) \]

\[ D = \left\{ \lim_{n \to \infty} \frac{\delta (u \to C_j)}{\delta t} \right\} - \lambda_i \left( \sum_{n=1}^{\infty} \frac{\delta (I_n)}{\delta t} \right) \quad (8) \]

From (8), the intrusion function can be integrated as a part of the configuration setting at user prospective as in:

\[ D = \Delta C_j \cup D' \quad (9) \]

The resultant \((D)\) values are patterned and mapped with supporting devices' values with a controlled configuration of monitored parameters \((P)\) as rate of connection, rate of operation, refreshing rate, and time to reply on a query under IoMT. These parameters are \(P = \{P_1, P_2, P_3, P_n\}\) on each parameter \(P_i \Rightarrow \{I_n | C_j\}\) under the operation of networking standards.

4) Intrusion Evaluation and Secure Communications Framework

With the rate of configuration inclusion in the users connection as shown in (9), the inter-dependency matrix is evaluated to reframe and process a secure communication channel via IoMT services as shown in (10):

\[ I_j = \left\{ \frac{\lim_{n \to \infty} \delta (I_n)}{\delta t} \right\} \cup \left\{ \lim_{n \to \infty} \frac{\delta (C_j)}{\delta t} \right\} \quad (10) \]

Thus, the order of alignment \((C_j)\) in configuration is managed and streamlined to detect the lightest change with respect to intrusion detection and report to the administrator. The intrusion support and vector configuration is limited to the range of the networking protocol as shown in (11) and thus, is further expanded into neighboring paradigms of features:

\[ \lambda = \frac{1}{2\pi \Delta t} \left[ \sum_{j=1}^{\infty} \frac{\delta (I_j)}{\delta t} \times 0.57 \times \frac{\delta (I_n - I)}{\delta t} \right] \quad (11) \]

\[ \lambda_n = \frac{(0.57)_{\lim_{n \to \infty}}} {2\pi \Delta t} \left[ \sum_{j=1}^{\infty} \frac{\delta (I_j - I_n) \times \delta (U_n)}{\delta t} \right] \quad (12) \]

where \(\lambda_n\) is the representation of feature ranges with respect to the device and expanded into the higher grounds of information systems. The bandwidth becomes \(\lambda \Rightarrow \lambda_n\) on the range shift with ratio of \([0.57]_{\lim_{n \to \infty}}\) for a reference value correction with \(\delta (I_j) \times \delta (I_n)\) as the internet interpretation matrix value. This, expanding (10) is recomposed as:

\[ I_j = \left\{ \frac{\lim_{n \to \infty} \delta (I_n)}{\delta t} \right\} \cup \left\{ \lim_{n \to \infty} \frac{\delta (C_j)}{\delta t} \times \lambda_n \right\} \quad (13) \]

With respect to (13), the repeated parameters of interdepending devices values in \(C_j\) and \(I_n\) are expanded to infinite range of network tracking, making the process a reliable approach in shortlisting features set of instruction detection in the IoMT ecosystem.

V. EXPERIMENTAL SETUP AND RESULTS

The IoMT development has varying node cluster density. The throughput and accuracy of the evaluation are reported in Figure 4 and Figure 5. The node throughput is gradually improved and a saturation is achieved with reference to improved IoMT enabled IoT nodes under the operating standards.

The resultant throughput is provided on evaluation paradigms of improving IoMT devices and their ratio of computation. The improvisation helps the process of reliable factor improvisation with reference to device density. The accuracy is mapped with reference to the accuracy and validation factor as shown in Figure 4 and Figure 5 respectively. The approach has achieved an accuracy of 92.3% on average.
The proposed technique was discussed on various highlights and concerns on designing and developing IoMT environment and its respective intrusion detection. The article has also focused its discussion on various algorithmic approaches involved in streamlining IoT and IoMT devices in the cloud ecosystem. Various categories of intrusion detection and attacks were identified, detected, calibrated, studied, and reported. The mathematical representation and orientation approach of intrusion was defined using user-centric techniques in identifying vulnerable nodes/users with a 3-layered approach. The reliability of IoMT devices has increased by strengthening the application framework of healthcare IoT.

VI. CONCLUSION AND FUTURE WORK
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